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(57) ABSTRACT

A computer-readable storage medium containing software
that, when executed by a processor, causes the processor to
implement a basic input/output system (BIOS). The BIOS
comprises instructions that implement a BIOS core, instruc-
tions that implement a user authentication and enforcement
engine (AEE), and instructions that implement an extensible
interface to a preboot authentication module.
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1
EXTENSIBLE BIOS INTERFACE TO A
PREBOOT AUTHENTICATION MODULE

BACKGROUND

Some computers permit the computer to perform a process
during boot by which the computer authenticates a user of the
computer prior to completion of the boot process. Authenti-
cating a user prior to completion of the boot process is
referred to as “preboot authentication.” Preboot authentica-
tion may be performed by the computer’s basic input/output
system (BIOS) code. Modifying the BIOS code to add new
types of authentication mechanisms (e.g., retinal scan) unfor-
tunately is time-consuming and expensive.

BRIEF DESCRIPTION OF THE DRAWINGS

For a detailed description of exemplary embodiments of
the invention, reference will now be made to the accompany-
ing drawings in which.

FIG. 1 shows a system in accordance with illustrative
embodiments;

FIG. 2 shows a software architecture in accordance with
illustrative embodiments;

FIG. 3 shows a graphical user interface in accordance with
illustrative embodiments; and

FIG. 4 shows a method in accordance with illustrative
embodiments.

NOTATION AND NOMENCLATURE

Certain terms are used throughout the following descrip-
tion and claims to refer to particular system components. As
one skilled in the art will appreciate, computer companies
may refer to a component by different names. This document
does not intend to distinguish between components that differ
in name but not function. In the following discussion and in
the claims, the terms “including” and “comprising” are used
in an open-ended fashion, and thus should be interpreted to
mean “including, but not limited to . . . ” Also, the term
“couple” or “couples” is intended to mean either an indirect,
direct, optical or wireless electrical connection. Thus, ifa first
device couples to a second device, that connection may be
through a direct electrical connection, through an indirect
electrical connection via other devices and connections,
through an optical electrical connection, or through a wireless
electrical connection.

DETAILED DESCRIPTION

FIG. 1 shows a system 10 comprising a processor 12, a
system read only memory (ROM) 14, a display 18, a network
connection 19, storage 20 and one or more user authentication
devices 30. The system 10 may comprise a computer (e.g., a
notebook, a desktop, a server, etc.) or other type of computing
system that implements user authentication.

The system ROM 14 contains a basic input/output system
(BIOS) 16. The BIOS 16 comprises instructions that are
executed by processor 12 and provide at least some, or all, of
the functionality described herein in accordance with various
embodiments. The BIOS 16 is stored on system ROM 14 in
the embodiment of FIG. 1, but can be stored on any type of
computer-readable medium whose software is executed by
processor 12. The BIOS 16 causes the processor 12 to per-
form one or more low level functions of the system 10, such
as providing a software interface to peripheral devices. The
BIOS 16 also contains code that is executed to boot up, test,
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2

and otherwise initialize the system 10. In accordance with
various embodiments, the BIOS 16 also provides for user
authentication to require a user to be authenticated.

The storage device 20 comprises volatile or non-volatile
storage such as random access memory (RAM), a hard disk
drive, a compact disc read only memory (CD ROM) drive, a
read only memory, Flash memory, etc. The storage 20 con-
tains an operating system (OS) 22 executable by processor
12. In at least some embodiments, the OS 22 and/or OS-level
code are also capable of performing user authentication.

The system 10 also comprises one or more user authenti-
cation devices 30, each of which can be used to authenticate
a user of the system 10. Examples of the user authentication
devices 30 comprise keyboards by which to enter a password,
fingerprint scanners, retinal scanners, Trusted Platform Mod-
ules (TPMs), Universal Serial Bus (USB) token, a “virtual”
token (i.e., a software emulation of hardware token), etc. In
accordance with illustrative embodiments, the system 10 is
capable of implementing “multifactor authentication” (MFA)
by which multiple types of authentication are performed to
authenticate a user. For example, an MFA policy may require
the entry of a valid password and successful fingerprint scan.
In illustrative embodiments, MFA is implemented by the
BIOS 16 during the process of booting system 10.

As explained above, in some embodiments, the OS 22 is
capable of authenticating a user. In other embodiments how-
ever, the BIOS 16 communicates with the OS 22 to cause the
OS 22 to forego separately interacting with a user to perform
user authentication. Instead, the OS 22 relies on the user
authentication implemented in the BIOS 16. The system 10 is
thus configurable to permit user authenticate to be performed
under the control of the BIOS 16 or under the control of the
OS 22. The authentication of a user at the BIOS-level and
using that authentication process to authenticate the user at
the OS-level is referred to as a “seam-less” authentication or
a “single sign-on” process.

FIG. 2 shows an illustrative embodiment of the software
architecture of the system 10. The software architecture of
FIG. 2 shows the OS 22 and the BIOS 16. The OS 22 com-
prises, or is otherwise associated with, an OS user authenti-
cation and enforcement engine (UAEE) 40, one or more
authentication-base applications 42, policies 44, an OS user
authentication module 46, various user authentication tokens
50 and a security manager 52. Each of the applications 42
requires a user to be authenticated, if authentication is
enabled in that application, before the user can use the appli-
cation. For example, an application 42 may comprise an
Internet browser application with user authentication
enabled.

The OS UAEE 40 manages the process of authenticating
the user on behalf of the requesting application. Various
authentication policies 44 are provided from which the OS
UAEE 40 selects to authenticate the user. The policies may be
user-dependent in some embodiments. That is, different users
may have different authentication policies. For example, an
authentication policy for one user may be to enter a particular
password, while an authentication policy for another user
may be to perform a fingerprint scan. Some, or all, authenti-
cation policies are performed by a user interacting with a user
authentication device 30 (FIG. 1) and comparing information
from that device with a corresponding token 50. For a finger-
print scan authentication, a token 50 comprises a fingerprint
template previously stored in, for example, storage 20 for that
user. That user is successfully authenticated if there is a suf-
ficient match between the user’s fingerprint (as detected by a
fingerprint scanner) and the template (token 50). Other tokens
50 may comprise a password, a retinal scan template, etc.
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Per the user authentication policies, in some embodiments
the OS UAEE 40 determines whether the user has been
authenticated. To that end, the OS UAEE 40 requests the OS
user authentication module 46 to obtain the relevant user
input (e.g., password entered via a keyboard, fingerprint scan,
etc.). The OS user authentication module 46 passes the user-
acquired input to the OS UAEE 40 which compares that input
to the relevant token 50 to determine if a match exists. If a
match exists, the user is considered authenticated. If a match
does not exist, the user is not authenticated and access the
application 42 may be denied.

The security manager 52 provides a secure interface to the
BIOS 16. The policies 44 associated with the OS 22 are
provided to the BIOS 16 via the security manager 52 and
stored in the BIOS 16 as policies 64. The user authentication
policies 64 and 44 are the same as each other in some embodi-
ments, but can be different from each other in other embodi-
ments.

Referring still to FIG. 2, the BIOS 16 comprises a BIOS
core 60, a BIOS AEE 62, and one or more preboot authenti-
cation (PBA) modules 66. The BIOS core 60 comprises
power on self-test (POST) code used to power and test various
system functions and devices during a boot process. The
BIOS core 60 also comprises low level code that provides a
software interface to various peripheral devices (e.g., key-
boards, displays, etc.).

The BIOS AEE 62 is executed to authenticate a user during
the boot process in accordance with illustrative embodiments.
Each PBA module 60 comprises code that enables the system
10 interact with a user authentication device 30. Each such
user authentication device 30 may have its own code custom-
ized for operating that device 30. The BIOS AEE 62 calls the
appropriate PBA module 66 to authenticate a user via a user
authentication device 30 that corresponds to that PBA module
66.

The BIOS AEE 62 determines, or is informed as to, the user
that is booting the system. This determination is made in at
least some embodiments by registering each possible user
with the BIOS 16. During a boot process, the BIOS core 60 or
BIOS AEE 62 provides a list of possible users on display 18.
A user of the system 10 selects one of the listed users (pre-
sumably himself or herself, but not necessarily). The BIOS
core 62 informs the BIOS AEE 62 of the identity of the user,
orthe BIOS AEE 62 makes this determination independent of
the BIOS core 60.

FIG. 3 illustrates a graphical user interface (GUI) 70 imple-
mented by the security manager 52. The GUI 70 of FIG. 3
comprises a selectable authentication tab 72. Upon selecting
the authentication tab 72, a list 74 of authentication policy
choices is provided to the user. Some of the choices 74 include
choices that comprise a single authentication policy (e.g.,
fingerprint only choice 74a, password only choice 745, etc.).
Other choices 74 include MFA choices. Examples of MFA
choices comprise the fingerprint and password choice 74c,
the fingerprint or password choice 744, and the password and
Smart card choice 74e.

As explained above, a particular user has identified himself
or herself to BIOS 16 during the boot process. Thus, upon
selecting a choice from among choices 74 in GUI 74, a
selectable authentication policy is established for that par-
ticular user. Different authentication policies can be similarly
established for other users. The association of users to corre-
sponding authentication policies is included as part of poli-
cies 44 at the OS 22 and policies 64 at the BIOS 16.

The GUI 70 also comprises a selectable feature 76 labeled
in the embodiment of FIG. 3 as “single sign on.” Selecting this
feature causes the OS user authentication module 46 to rely
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on the BIOS 16 to perform user authentication and not sepa-
rately authenticate a user with separately acquired user input.
For example, if BIOS 16 authenticates a user by receiving and
confirming a valid password, BIOS 16, in at least some
embodiments, provides the password to the OS user authen-
tication module 46. The OS user authentication module 46
may still perform user authentication in some embodiments,
but does so with the password provided by the BIOS 16 and
does not require the user to again enter the password. In other
embodiments, the OS user authentication module 46 foregoes
all attempts to authenticate a user.

FIG. 4 illustrates a method 80 involving BIOS-level user
authentication At 82, a user causes a boot process to begin.
This action can be performed by powering on the system 10 or
by the system receiving a remote boot signal from the net-
work connection 19. At 84, a user is selected during the boot
process, if multiple users registered to use the system. In some
embodiments, the act of selecting a user comprises presenting
the user with a list of user identifiers and the user selects one
of'the user identifiers (presumably, the identifier correspond-
ing to that user). At 86, the BIOS 16 determines, based on the
selected user, the one or more authentication techniques (e.g.,
password, fingerprint, etc.) to be performed for that particular
user.

Referring still to FIG. 4, at 88, the one or more authentica-
tion techniques are performed in an attempt to authenticate
the user. The BIOS AEE 62 performs the action of 88 in at
least some embodiments. The BIOS AEE authenticates the
user by interacting with the relevant PBA modules 66.

In accordance with illustrative embodiments, the interface
between the BIOS AEE 62 and the PBA modules 66 is “stan-
dardized,” i.e., that the basic structure of the interface is the
same for all PBA modules 66. A standard interface means that
the BIOS 16 can be readily extended to comprise additional
PBA modules as support for additional user authentication
devices 30 is desired. If an additional user authentication
device 30 is desired to be used with system 10, the BIOS 16 is
modified to comprise the PBA module 66 appropriate for the
new user authentication device 30. The BIOS AEE 62, how-
ever, need not be modified because the manner in which the
BIOS AEE 62 interacts with the new PBA module 66 is the
same manner in which the BIOS AEE 62 already interacts
with the existing PBA modules 66.

Any of a number of standard interfaces are possible for the
interface between the BIOS AEE 62 and the PBA modules 66.
In accordance with one embodiment, for example, the stan-
dard interface comprises a data set comprising a plurality of
dataset elements that the BIOS AEE 62 generates to cause the
relevant PBA modules 66 to execute. In some embodiments,
a dataset is formed for each type of authentication technique
included in the relevant policy. For example, if the authenti-
cation policy is to authenticate a password and a fingerprint
scan, then a first dataset is generated for the password authen-
tication and a second dataset is generated for the fingerprint
scan authentication. Each such dataset is passed sequentially
to the respective PBA module 66 and the PBA module 66
reports back a result in accordance with a standardized for-
mat.

At least some types of user authentication techniques com-
prise more than one authenticatable credential. For example,
a given user may have several passwords. Each password
represents an authenticatable credential By way of an addi-
tional example, a user may “register” his or her fingerprint
from multiple fingers. Slight variations may be present in an
imaged fingerprint from one finger versus another fingerprint
and thus by registering all (erg., 10) fingers, the user’s finger-
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print scan can be authenticated without regard to which finger
the user actually places on the fingerprint scanner.

The dataset elements comprise the following, in accor-
dance with illustrative embodiments:

Dataset Element 1: number of user credentials identified by

dataset element 2
Dataset Element 2: list of user credentials
Dataset Element 3: other parameters such as size of
scratchpad memory allocated for the PBA module, the
starting memory address of memory allocated for use by
the PBA module, etc.
Each dataset element may contain the information listed or be
a pointer to an address at which the relevant information is
located.

The BIOS AEE 62 examines the policy associated with the
given user from policies 64 and constructs the datasets
accordingly. The BIOS AEE 62 provides the datasets to the
corresponding PBA module 66. The PBA module 66 receives
the datasets and begins to authenticate the user in accordance
with the information identified by the datasets. For example,
dataset element 1 may specify that either of two credentials
can be authenticated for the particular user (e.g., either of two
passwords). Dataset element 2 comprises the two credentials
(e.g., the two passwords). The Dataset element 3 comprises
whatever additional information the PBA module would need
to perform its function.

The BIOS AEE 62 receives a result from each PBA module
66 as to whether a user has been authenticated via that par-
ticular PBA. The result provided from the PBA module 66 to
the BIOS AEE 62 is also standardized. In accordance with at
least one embodiment, the result comprises a return code that
indicates whether the authentication was successful. If the
authentication was successful, a return dataset is also pro-
vided. The return dataset comprises an identify of those cre-
dential(s) that matched during the user authentication pro-
cess. For example, if the user was prompted to enter a
password, the return dataset from the relevant PBA module 66
comprises the password that matched, assuming the password
the user entered actually did match one of the credentials from
dataset 2.

Standardizing the software interface between the BIOS
AEE 62 and the PBA modules 66 facilitates additional PBA
modules to be included with the BIOS 16. Any new PBA
module 66 need function according to the standard dataset
inputs and result outputs such as that discussed above. How a
new PBA module 66 functions is largely irrelevant to the rest
of the BIOS code. As long as the new PBA module is com-
patible with the standard interface implemented by the BIOS
AEE 62, the remaining potions of the BIOS 16 (e.g., the BIOS
core 60 and BIOS AEE 62) need not be changed.

Once the BIOS 16 authenticates the user, if the single sign
on feature 76 (FIG. 3) was selected, information is provided
by the BIOS 16 to the OS 22 by which the OS user authenti-
cation module 46 authenticates the user to the OS 22 without
requiring input from the user. If the single sign on feature 76
has not been selected, then the OS 22 will attempt to authen-
ticate the user in accordance with whatever polices have been
set for that user in policies 44.

I, however, the single sign on feature 76 has been selected,
then any of a variety of techniques can be performed to
authenticate the user to the OS without requiring further input
from the user. For example, one of the tokens 50 may be a
valid password for the user. If the BIOS 16 reports a success-
ful authentication of the user, the OS user authentication
module 46 may retrieve the password token 50 and use that
password rather than requiring the user to enter the password.
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The above discussion is meant to be illustrative of the
principles and various embodiments of the present invention.
Numerous variations and modifications will become apparent
to those skilled in the art once the above disclosure is fully
appreciated. It is intended that the following claims be inter-
preted to embrace all such variations and modifications.

What is claimed is:

1. A system comprising:

a processor;

a storage coupled to the processor and containing a basic
input/output system (BIOS), the BIOS comprising a
BIOS core, a user authentication and enforcement
engine (AEE), and a plurality of preboot authentication
modules associated with respective different types of
user authentication devices, each of the plurality of pre-
boot authentication modules comprising code to authen-
ticate a user using a respective user authentication
device of the different types of user authentication
devices; and

an extensible interface between the AEE and the plurality
of preboot authentication modules,

wherein the AEE is executable by the processor to:
provide, over the extensible interface, a first dataset and

a second dataset to respective first and second of the
plurality of preboot authentication modules, the first
dataset comprising first user credentials and a first
number representing a quantity of the first user cre-
dentials, and the second dataset comprising second
user credentials and a second number representing a
quantity of the second user credentials, and

wherein the first preboot authentication module is execut-
able by the processor to use the first dataset to authenti-
cate the user using a first user authentication device, and
the second preboot authentication module is executable
by the processor to use the second dataset to authenticate
the user using a second user authentication device.

2. The system of claim 1, wherein the BIOS is executable
by the processor to receive a result from a preboot authenti-
cation module of the plurality of preboot authentication mod-
ules regarding whether the user has been authenticated.

3. The system of claim 2, wherein the result indicates
which of multiple types of authentication techniques was
successful in authenticating the user.

4. The system of claim 2, further comprising an operating
system including a user authentication module, and wherein
the BIOS is executable by the processor to provide informa-
tion to the user authentication module of the operating system
indicating that the user was successfully authenticated via the
BIOS.

5. The system of claim 1, wherein the AEE is executable by
the processor to:

select a policy of a plurality of policies;

construct the first and second datasets based on the selected
policy; and

send the first dataset to the first preboot authentication
module, and send the second dataset to the second pre-
boot authentication module.

6. The system of claim 1, wherein the BIOS is updateable
to include a new preboot authentication module to use with
another user authentication device.

7. The system of claim 1, wherein the first user credentials
are selected from among different passwords of the user,
different fingerprints of the user, different retinal images of
the user, and different tokens of the user.
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8. The system of claim 1, wherein the extensible interface
between the AEE and the plurality of preboot authentication
modules is a standardized interface for the plurality of pre-
boot authentication modules.

9. A method comprising:

executing, in a system comprising a processor, a basic

input/output system (BIOS) including a BIOS core, a
user authentication and enforcement engine (AEE), and
a plurality of preboot authentication modules associated
with respective different types of user authentication
devices, each of the plurality of preboot authentication
modules comprising code to authenticate a user using a
respective user authentication device of the different
types of user authentication devices;

providing, by the AEE over an extensible interface between

the AEE and the plurality of preboot authentication
modules, a first dataset and a second dataset to respective
first and second of the plurality preboot authentication
modules, the first dataset comprising first user creden-
tials and a first number representing a quantity of the first
user credentials, and the second dataset comprising sec-
ond user credentials and a second representing a quan-
tity of the second user credentials;

using, by the first preboot authentication module, the first

dataset to authenticate the user using a first of the differ-
ent types of user authentication devices; and

using, by the second preboot authentication module, the

second dataset to authenticate the user using a second of
the different types of user authentication devices.

10. The method of claim 9, further comprising informing
an operating system authentication module of results of the
authenticating by the first and second preboot authentication
modules.

11. The method of claim 9, further comprising updating the
BIOS to include a new preboot authentication module to use
with another user authentication device.

12. The method of claim 9, wherein the authenticating of
the user by the first preboot authentication module comprises
verifying that a quantity of the first user credentials is equal to
the first number.

13. The method of claim 9, further comprising:

selecting, by the AEE, a policy of a plurality of policies;

constructing, by the AEE, the first and second datasets

based on the selected policy; and
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sending, by the AEE, the first dataset to the first preboot
authentication module, and the second dataset to the
second preboot authentication module.

14. The method of claim 11, wherein the updating of the
BIOS to include the new preboot authentication module is
performed without modifying the BIOS core.

15. The method of claim 9, wherein the first user creden-
tials are selected from among different passwords of the user,
different fingerprints of the user, different retinal images of
the user, and different tokens of the user.

16. The method of claim 9, wherein the extensible interface
between the AEE and the plurality of preboot authentication
modules is a standardized interface for the plurality of pre-
boot authentication modules.

17. A non-transitory computer-readable storage medium
storing instructions that upon execution cause a system to:

execute a basic input/output system (BIOS) including a

BIOS core, a user authentication and enforcement
engine (AEE), and a plurality of preboot authentication
modules associated with respective different types of
user authentication devices, each of the plurality of pre-
boot authentication modules comprising code to authen-
ticate a user using a respective user authentication
device of the different types of user authentication
devices;

cause the AEE to provide, over an extensible interface

between the AEE and the plurality of preboot authenti-
cation modules, a first dataset and a second dataset to
respective first and second of the plurality preboot
authentication modules, the first dataset comprising first
user credentials and a first number representing a quan-
tity of the first user credentials, and the second dataset
comprising second user credentials and a second repre-
senting a quantity of the second user credentials;

cause the first preboot authentication module to use the first

dataset to authenticate the user using a first of the differ-
ent types of user authentication devices; and

cause the second preboot authentication module to use the

second dataset to authenticate the user using a second of
the different types of user authentication devices.

18. The non-transitory computer-readable storage medium
of claim 17, wherein the instructions upon execution cause
the system to further update the BIOS to include a new pre-
boot authentication module to use with another user authen-
tication device.



